Policy Statement

This Privacy Policy explains how ZENSAR ("We"), treat data by which you can be personally identified ("Personal Data") as a result of your registration for and use of ZENSAR provided infrastructure including this application ("Infrastructure").

We collect the following Personal Data to identify you to enable us to grant you access to the Infrastructure and the services such as compute, storage and network that its participants offer:

- Your Name, user id.
- Email address.
- Affiliation, such as RPG.
- Your mobile IMIE number, cookies, contact number, IP/MAC address
- Operating system and software installed and their permissions to use

To enable the Infrastructure to be safe and reliable for your use and to preserve your rights as a user we adhere to The Policy on the Processing of Personal Data ("The Policy") available here.

Your Personal Data will be shared but only where:
1. The recipient has agreed to abide by The Policy, or
2. Doing so is likely to assist in the investigation of suspected misuse of Infrastructure resources.

Your usage of the Infrastructure will be monitored. Records of this use, containing your Personal Data, may be shared as described above for operational, security and accounting purposes only. These records will be purged or anonymised after, at latest, 18 months.

You can contact our Information Security Officer to obtain a copy of your Personal Data, request that it is corrected in case of factual error or if you suspect that it has been misused. You can also request that we stop using your Personal Data but this will affect your access to the Infrastructure.

This Policy should be read with reference to the Policy on the Processing of Personal Data and other Information Security policies made available to all Zensar users under policy section at https://zenloungeplus.zensar.com/.

Where can a user report misuse of their personally identifiable data?
You are always welcome to report your grievances by reaching out to us at InfoSec@zensar.com.